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Disclaimer: 

The Pillar 3 disclosures report has been prepared purely to comply with the Capital Requirements Directive, in seeking to 

explain the basis on which the Company has prepared and disclosed certain capital requirements and to provide information 

about the management of certain risks. They do not constitute any form of Financial Statement and must not be relied upon in 

making any judgment on the Company. 
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1. Introduction and Scope of Application 

 
Pillar III disclosure is a requirement of the European Union’s Capital Requirements Regulation 

575/2013 and Directive 2013/36/EU, as implemented by CySEC Directives 144-2014-14 and 144- 

2014-15 (where applicable) and Law 87(I)/2017 (the “Law”). Pillar III aims to encourage market 

discipline by developing a set of disclosure information, which gives access to market participants, 

regarding to the Company’s capital adequacy and to each material category of risk it faces. 

Additionally, it aims to provide information regarding the risk assessment and the risk mitigation 

process which was followed by the Company during 2017. 

According to Basel III regulations, there are three pillars, which are designed to promote market 

discipline through the disclosure of important financial information regarding the risk exposures 

of the Company and of the risk management process followed. 

The current regulatory framework consists of three pillars: 

Pillar I: Sets out the minimum capital requirements for the Company to be able to cover the credit 

risk, market risk and operation risk. 

Pillar II: Sets out the supervisory review which requires the regulators to undertake a qualitative 

review of the Company’s capital allocation techniques (ICAAP) and compliance with the relevant 

standards. 

Pillar III: Sets out the required disclosures to allow market participant to gain access and better 

understand the risk profile of the Company, to assess/review important information of the capital 

structure, risk exposures, the risk management process followed and most important the capital 

adequacy of the Company. 

 

The Board of Directors and Senior Management are responsible for establishing and maintaining 

an effective internal control structure over the disclosure of financial information, including Pillar 

3 disclosures. 

 

The Pillar III Disclosures report was approved by the Board of Directors on 25th June 2021. 

 
 

1.1 Reporting Details 

The Company reports on a Solo basis and the reporting currency is USD. 

 

 
1.2 Non-Material, Proprietary or Confidential Information 

This document has been prepared to satisfy the Pillar III disclosure requirements set out in the 

CRR. The Company does not seek any exemption from disclosure on the basis of materiality or 

on the basis of proprietary or confidential information. 



Definitions: 

 

 Magic Compass Ltd: the “Company”, 

 Cyprus Securities and Exchange Commission: “CySEC” 

 DI144-2014-14 and DI144-2014-15 of the Cyprus Securities and Exchange Commission and 

Regulation 575/2013 and Directive 2013/36/EU of European Commission for the Prudential 

Supervision and Capital Requirements of Investment Firms: the “Directives”. 

 Frequency: The Company will be making these disclosures annually. 

 Media and Location: The disclosure will be published on our website: 
www.magiccompass.com 

 Scope of report: The disclosures are in accordance to the audited financial statements of the 

Company for the year ended 31 December 2020. The information contained in the Pillar III 

Market Discipline and Disclosure report is verified by the Firm’s external auditors. 

http://www.magiccompass.com/


2. Business Background 
The Company was incorporated in Cyprus on 16th of March 2015, as a limited liability company 

under the Cyprus Companies Law, Cap. 113. Magic Compass Ltd is a licensed Cyprus Investment 

Firm regulated by the Cyprus Securities & Exchange Commission (CySEC) with license number 

299/16. 

2.1 Group Structure 

The Company does not belong in any kind of group and it operates on a solo basis. 
 

2.2 Services offered by the Company 

Magic Compass Ltd obtained an Investment Firm authorization from the Cyprus Securities and 

Exchange Commission (CySEC) to offer: 

Investment Services: 

1. Reception and transmission of orders in relation to one or more financial instruments 

2. Execution of Orders on Behalf of Clients 

3. Dealing on own account. 

4. Portfolio Management 

 

Ancillary Services: 

1. Safekeeping and administration of financial instruments for the account of clients, including 

custodianship and related services such as cash/collateral management 

2. Granting credits or loans to an investor to allow him to carry out a transaction in one or more 

financial instruments, where the firm granting the credit or loan is involved in the transaction 

(please remove if not applicable) 

3. Foreign exchange services where these are connected to the provision of investment services 

4. Investment research and financial analysis or other forms: 



 

 

 

 

3. Corporate Governance of the Company 

3.1 Corporate Governance 

 

Diagram of Organizational Structure 
 

 

 

 
 



Board of Directors 
 
 

The Board assesses and periodically reviews the effectiveness of the policies, arrangements and 

procedures put in place to comply with the obligations under the Law, and to take appropriate 

measures to address any deficiencies, set the strategy of the Company. The Board is responsible 

for the monitoring of the internal control mechanisms of the Company to enable prevention of 

activities outside the scope and strategy of the Company and the prevention of any unlawful 

transactions, the identification of risks, and the timely and adequately flow of information. 
 

All the supervisory functions (i.e. Compliance, AML Compliance, Risk Management and Internal 

Audit) of the Company have an open line of communication with the Board in order to 

communicate any findings and/or deficiencies they identify in a timely manner and ensure that 

those will be resolved through the guidance of the management body. In addition, the Risk 

Management and Investment Committees are communicating their suggestions and findings to the 

Board, as and if necessary. 
 

Full name of Director Position/Title / Capacity Country 

Antranik Boyajian CEO, Executive Director, “4 eyes” Cyprus 

Iordanis Grigoriou General Manager, Executive Director, “4 eyes” Cyprus 

Christophoros Tengeris Non-executive Director, Independent Cyprus 

Yiannis Papazacharia Non-executive Director, Independent Cyprus 

Binying Chen Non-executive Director, Dependent Cyprus 

 
 

1. Risk Management Function: 

The Risk Manager ensures that all the different types of risks taken by the Company are in 

compliance with the Law and the obligations of the Company under the Law, and that all the 

necessary procedures, relating to risk management are in place. The Risk Manager shall report 

to the Senior Management of the Company. 

 

As an addition to the above, the Company is operating a Risk Management Committee, which 

is responsible for monitoring and controlling the Risk Manager in the performance of his duties. 

Also is formed with the view to ensure the efficient management of the risks inherent in the 

provision of the investment services to Clients as well as the risks underlying the operation of 

the Company. 

 

2. Compliance Function: The Compliance Officer of the Company has the required knowledge 

and expertise in order to perform his duties effectively. Moreover, the duties of the Compliance 

Officer are to establish, implement and maintain adequate policies and procedures designed to 

detect any risk of failure by the Company to comply with its obligations, and put in place 



adequate measures and procedures designed to minimize such risk and to enable the competent 

authorities to exercise their powers effectively. 

 

3. Internal Audit Function: The Internal Auditors review and evaluate the adequacy and 

effectiveness of the Company’s systems of internal controls and the quality of operating 

performance when compared with established standards on an ongoing basis. The 

recommendations that the Internal Auditor makes to the Senior Management and the Board 

regarding the internal controls and the management of the various risks that are associated with 

the operations, aim to secure a controlled environment in the Company. 

 
 

4. Anti-Money Laundering Compliance Officer 

 

Anti-Money Laundering Officer reports directly to the Board of Directors and is responsible 

for: 

 Ensuring implementation of the procedures described in the Company’s AML 

Procedures Manual 

 Ensuring that Company employees attend training sessions on anti-money laundering and 
terrorist financing procedures 

 Ensuring that all clients’ accounts must be opened only after the relevant pre-account 

opening due diligence and identification measures and procedures have been conducted, 

according to the principles and procedures set in the AML Manual 

 Compliance with high standards of anti-money laundering (AML) practice in all markets 
and jurisdictions in which the Company operates 

 Ensuring the implementation of the “know your client” procedures of the Company 

 Gathering information with regards to the new customers of the Company 

 Analysing the customers’ transactions 

 Continuous improvement of the existing control procedures 

 Providing a written annual report to the Board of Directors on the matters of own 

responsibility, indicating in particular whether the appropriate remedial measures have 

been taken in the event of any deficiencies. 
 

The corporate governance of the Company regarding risk management is considered adequate 

through the establishment of an effective risk oversight structure. The internal organisational 

controls are in place to safeguard that the Company accelerate the ability to identify, assess and 

mitigate the relevant risks. Also, the aim of the Company and in general the risk management 

function is to quickly recognize potential adverse events, be more proactive and forward looking 

and establish the appropriate risk responses were deemed necessary and at all times to comply with 

the relevant legislation 



3.2 Recruitment Policy 

Recruitment of Board members combines an assessment of both technical capability and 

competency skills referenced against the Company’s regulatory and operational framework. It 

seeks to resource the specific experience and skills needed to ensure the optimum blend (diversity) 

of individual and aggregate capability having regard to the Company’s long-term strategic plan. 
 

The persons proposed for appointment to the Board should commit the necessary time and effort 

to fulfil their obligations. Prior to their appointment the proposed persons should obtain the 

approval of the Commission. Main factors influencing the decision to propose the appointment of 

potential Directors include: 
 

 Integrity and honesty; 

 High business acumen and judgment; 

 Knowledge of financial matters including understanding of financial statements and 

important financial ratios; 

 Knowledge and experience relevant to financial institutions; 

 Risk Management experience; and 

 Specialized skills and knowledge in finance, accounting, law, or related subject. 

 

 

3.3 Number of Directorships held by members of the Board 

As per Article 9(4) of the Law, the numbers of directorships which may be held by a member of 

the Board of Directors at the same time shall take into account individual circumstances and the 

nature, scale and complexity of the CIF’s activities. Unless representing the Republic, members of 

the Board of Directors of a CIF that is significant in terms of its size, internal organization and the 

nature, the scope and the complexity of its activities shall not hold more than one of the following 

combinations of directorships at the same time: 

a) One executive directorship with two non-executive directorships; 

b) Four non-executive directorships 

In addition to the above, the following shall count as a single directorship: 

a) executive or non-executive directorships held within the same group 

b) executive or non-executive directorships held within: 

(i) institutions which are members of the same institutional protection scheme, 

provided that the conditions set out in Article 113, paragraph (7) of Regulation (EU) 

No 575/2013 are fulfilled; or 

(ii) undertakings (including non-financial entities) in which the CIF holds a qualifying 

holding. 



The Board members of the Company hold the following directorships to other entities: 
 

Full name of 
Director 

Position / Title / Capacity # Executive # Non-Executive 

Antranik Boyajian CEO, Executive Director, “4 
eyes” 

0 0 

Iordanis Grigoriou General Manager, 

Executive 
Director, “4 eyes” 

0 0 

Christophoros 

Tengeris 

Non-executive Director, 
Independent 

0 2 

Yiannis Papazacharia Non-executive Director, 
Independent 

0 1 

Binying Chen Non-executive Director, 
Dependent 

0 0 

 

3.4 Diversity Policy 

Diversity is increasingly seen as an asset to organizations and linked to better economic 

performance. It is an integral part of how we do business and imperative to commercial success. 

The Company recognizes the value of a diverse and skilled workforce and is committed to creating 

and maintaining an inclusive and collaborative workplace culture that will provide sustainability 

for the organization into the future. 

The Company recognizes the benefits of having a diverse Board of Directors which includes and 

makes use of differences in the skills, experience, background, race and gender between directors. 

A balance of these differences will be considered when determining the optimum composition of 

the Board of Directors. 

3.5 Risk Management Committee 

The Company, due to its size, scale and complexity has established a Risk Management Committee 

in order to better handle the risks that arise from its operations. 

The Risk Management Committee is a committee appointed by the Board of Directors to review 

the Company's system of risk management. The Risk Management Committee is formed with the 

purpose of ensuring the efficient management of the risks inherent in the provision of the 

investment services to Clients as well as the risks underlying the operation of the Company. 

The Risk Management Committee, which reports directly to the Board of Directors, consists of 5 

participants. 

The role of the Risk Management Committee is essential to: 
 

 ensure the efficient management of the risks inherent in the provision of the investment 

services to clients; 

 monitor the risks underlying the operation of the Company; 



 be responsible for monitoring and controlling the associated risks; 

 identifying additional risks that the Company is/may exposed to; 

 sets and monitors risk limits and other mitigation measures; 

 evaluates the adequacy and effectiveness of controls in place for managing the risks; 

 adopts necessary actions; 
 

The Risk Management Committee bears the responsibility to monitor the adequacy and 

effectiveness of risk management policies and procedures that are in place, the level of compliance 

by the Company and its relevant persons with the policies and procedures adopted, as well as the 

adequacy and effectiveness of measures taken to address any deficiencies with respect with those 

policies and procedures that are in place, including failures by the Company’s relevant persons to 

comply with those policies and procedures. 

3.6 Reporting and Information Flow 

The Company has established a risk-related informational flow to the Board of Directors to be in 

line with the requirements set out in the Law and subsequent Directives. Details of the major 

reports submitted to the Board are presented in the table below: 
 

Report Name Report 

Description 

Owner Recipient Frequency 

Risk 
Manageme
nt 
Report 

Annual Risk 
Manageme
nt 
Report 

Risk Manager BoD, CySEC Annual 

Complian
ce Report 

Annual 
Complianc
e 
Review 

Complianc
e Officer 

BoD, CySEC Annual 

Internal Audit 
Report 

Annual Internal 
Audit Review 

Internal Auditor BoD, CySEC Annual 

Financial 
Statement
s 

Audited 
financial 
statements of 
the Company 

External Auditor BoD, CySEC Annual 

Pillar III Report Disclosures 
regarding risk 
management, 
capital 
adequacy and 
risk exposures 
of the 
Company 

Risk Manager BoD, CySEC, 

Public 

Annual 

ICAAP Report Internal 
Capital 
Adequacy 

Assessme

nt Process 

Risk Manager, 
Compliance 

Officer, Head 

of Accounting 

BoD, CySEC Annual 

Capital 
Adequa
cy 
Reports 

Capital 
requiremen
t 
calculation 

Senior 
Management, 

Head of 

Accounting 

Senior 
Manageme
nt, CySEC 

Quarterly 



4. Risk Management 
Risk Management is "the systematic application of management policies, procedures and practices 

to the tasks of establishing the context, identifying, analyzing, assessing, treating, monitoring and 

communicating". 

It is an iterative process that, with each cycle, can contribute progressively to organizational 

improvement by providing management with a greater insight into risks and their impact. 

There is a formal structure for monitoring and managing risks across the Company comprising of 

detailed risk management frameworks (including policies and supporting documentation) and 

independent governance and oversight of risk. 

To ensure effective risk management the Company has adopted the “three lines of defense” model 

of governance with clearly defined roles and responsibilities. 

First line of defense: Managers are responsible for establishing an effective control framework 

within their area of operations and identifying and controlling all risks so that they are operating 

within the organizational risk appetite and are fully compliant with Company policies and where 

appropriate defined thresholds. 

Second line of defense: the Risk Management Function is responsible for proposing to the Board 

appropriate objectives and measures to define the Company’s risk appetite and for devising the 

suite of policies necessary to control the business including the overarching framework and for 

independently monitoring the risk profile, providing additional assurance where required. Risk 

will leverage their expertise by providing frameworks, tools and techniques to assist management 

in meeting their responsibilities, as well as acting as a central coordinator to identify enterprise 

wide risks and make recommendations to address them. 

Third line of defense: comprises the Internal Audit Function which is responsible for providing 

assurance to the Board and senior management on the adequacy of design and operational 

effectiveness of the systems of internal controls 

4.1 Risk Management Process 

The Company adopted and implemented its risk management process in order to create a robust 

and standardized procedure to manage each identified risk. The risk management process is an on- 

going and cyclical process which enables the Risk Management function to set the risk tolerance 

levels and also how the risks will be identified, assessed, controlled and managed. 

The risk management cyclical process of the Company contains six steps which every one of them 

has its significance. All the steps need to be considered, in order to apply an appropriate and 

effective risk management process for each risk exposure. 



Set Strategy 
/ 

Objectives 

Communicat
e 

& Monitor 

Risk 
Identificatio

n 

Risk 
Control 

Risk 
Assessme

nt 

Risk 
Response 

Continuous Risk Management Process 
 

 

 

 

Step 1 – Set Strategy/Objectives 

At the board level, strategic risk management is a necessary core competency. The Company 

should set, approve and establish risk management strategy/objectives regarding its risk 

appetite/tolerance levels in order to proceed with the appropriate action for each identified risk 

exposure. The Senior Management and the Board of Directors should take a proactive approach in 

order to achieve the Company’s goal to further develop the risk management capabilities. By 

establishing appropriate strategies and objectives regarding risk exposures, the Company will 

avoid unpleasant events which may harm its operations. 
 

Step 2 – Risk Identification 

Without clear objectives it is impossible to identify events that might give rise to risks that could 

impede the accomplishment of a particular strategy or objective. Risk identification is the most 

important process in the risk management planning. Risk identification determines which risks 

might affect the operations of the Company. While each risk captured, it is important for senior 

management and the Board of Directors to focus and prioritized on the key risks. This prioritization 

is accomplished by performing the risk assessment. The risk identification process is performed 

on an-ongoing basis in order to safeguard the operations of the Company to upcoming disrupting 

events. There are some techniques for identifying risk such as the brainstorming, SWOT analysis, 

scenario analysis, facilitated workshops etc. The risks that may be identified, include, but are not 

limited to, credit, market, operational, conduct, reputational and compliance risk. 



Step 3 – Risk Assessment 

The first activity within the risk assessment process is to develop a common set of assessment 

criteria to be deployed across business units and corporate functions. Assessing risks consists of 

assigning values to all the identified risk exposures of the Company. Thus, the risk assessment is 

performed by considering the probability of a risk occurrence and the impact of this risk on the 

achievement on the set objectives. 
 

However, risks do not exist in isolation. Often there are risk interactions, which at the beginning a 

risk exposure may can be seen as insignificant, but as they interact with other events and 

conditions, they may cause great damage to the Company’s operation. 
 

Step 4 – Risk Response 

The results of the risk assessment process then serve as the primary input to risk responses whereby 

response options are examined according to the risk appetite of the Company. The main objective 

of the Company is to mitigate the risk exposures affecting its operations, whatever their risk 

category. For example, if the impact of a risk is considered as high, then an immediate action 

should be taken. For each risk category, there is an appropriate response. Each risk and related 

response should be assigned to the manager who is responsible for the area affected by the risk. 

The action taken to respond to a risk exposure should be determined and documented which is an 

essential part of the risk response process. 
 

Step 5 – Risk Control 

Having identified the risk exposures of the Company, assessed them and the appropriate response 

has been determined, then the Risk Manager has to review the existing controls and all hazards 

must be managed before harm the operations of the Company. The management of risks in the 

Company requires mitigating risks so far as reasonably practicable. All risk exposures that have 

been assessed should be dealt with, in order of priority. The most effective control options should 

be selected to mitigate risks. The hierarchy of controls is determined by the category of each risk 

exposure according to the Risk Matrix of the Company (see Table 3). This should be used to 

determine the most effective controls. 
 

An essential component of the risk assessment is to first set a benchmark for the Company’s Risk 

Appetite. The Company’s risk appetite is governed firstly by the regulatory requirements imposing 

the Company to have at least an 8% Capital Adequacy ratio, and in all cases to have own funds 

more or equal to the sum of its capital requirements, and more than the Company’s initial capital. 

 

The Company accepts risks rated A and B while risks having a score C and D are interpreted as 

material and are considered to fall outside the Company’s Risk Appetite. In such cases, further 

analysis is undertaken, on whether additional capital or controls are more appropriate to be added, 

so as for the risk to be mitigated and returned into the Company’s risk appetite. 



Step 6 – Communicate and Monitor 

Risk identification, risk assessment, risk response and control are an on-going process. Therefore, 

regularly review the effectiveness of Company’s risk assessment and control measures is an 

essential part of the risk management function. The Risk Manager has to ensure that the significant 

risks remain within the acceptable risk levels that emerging risks and gaps are identified and that 

risk response and control activities are adequate and appropriate. Indicators that fall outside of 

acceptable risk levels should be escalated with appropriate action plans to bring the risk back 

within established risk levels. Those risks that still remain above acceptable risk levels should be 

considered by the Board for their approval of any necessary resolution strategies. This activity will 

form the basis for reporting to the Board and on-going monitoring by management. 
 

The monitoring process is an essential part of the risk management activities, which creates a 

“safety net” on the operations of the Company. Thus, the Risk Management Committee and the 

Internal Audit of the Company play an important oversight role in confirming that management is 

monitoring and managing risks in accordance with established levels. The Risk Manager shall 

communicate to the senior management and the Board of Directors, the findings of each committee 

regarding the risk exposures in order to mitigate them which is the main objective of the Company. 
 

The level of risk is analyzed by combining estimates of likelihood (table 1) and consequences 

(table 2), to determine the priority level of the risk (table 3). 
 

The Risk Register is discussed and finalized during a Risk Management Committee’s meeting 

whereby the Senior Management has the opportunity to elaborate on the identified risks and 

comment on their materiality, as well as the overall methodology of the risk assessment. The Risk 

Register will be reviewed at least annually by the Risk Management Committee and the Senior 

Management. 

The Company undertakes Sensitivity Analyses and performs Stress Tests on the most significant 

(i.e. material) risks identified; thus, it obtains a forward looking view of the potential adverse 

results the risks may potentially have on the Company’s Balance Sheet and Income Statement. 
 

The Company has adopted a robust internal governance framework on the basis of which the 

Company’s processes and procedures are governed on a daily basis, and which, combined with 

additional capital, where deemed necessary, ensures the mitigation of risks within the Company. 

 

Table 1: Probability of Risk Occurring 

Score 

Level 

Description Frequency 

6 Certain to occur Occurs Monthly 

5 Expected/likely to occur At the once Quarterly 

4 Frequent Quarterly to Annually 

3 Occasionally Every 1-5 years 

2 Unlikely Every 5-20 years 

1 Rare Every 20 years or more 



Table 2: Financial Impact of Risk 

Score 

Level 

Risk Scale Financial Impact (yearly in USD) 

1 Minor/Low/Insignificant 0-10.000 

2 Moderate/Medium 10.001-50.000 

3 High 50.001-100.000 

4 Major 100.001-150.000 

5 Critical 150.001-200.000 

6 Catastrophic >200.001 

 

 
Table 3: Probability/ Impact Matrix 

  

P
ro

b
a
b

il
it

y
 o

f 
R

is
k

 

Impact of Risk 

 1 2 3 4 5 6 

6 B C2 C3 D1 D2 D3 

5 B C1 C2 C3 D1 D2 

4 B B C1 C2 C3 D1 

3 B B B C1 C2 C3 

2 A B B B C1 C2 

1 A A B B B B 

 

 

5. Regulatory Pillar 1 Risk Management 

5.1 Credit Risk 

Credit Risk arises when counterparties fail to discharge their obligations towards the Company, 

thus reducing the amount of future cash inflows from the financial assets at hand on the Company’s 

balance sheet. In particular, the Company has specific credit risks arising from its current banking 

and/or brokerage accounts with credit and other financial institutions, as well as other credit risks 

stemming from financial (i.e. corporate) assets and assets held under the Investor Compensation 

fund. 

 

Counterparty credit risk arises from credit exposures arising from open trading positions and is the 

principle driver of the total credit risk exposure. 

 

Risk Mitigation Policies: 

 Ensures that client’s and own funds are well diversified; 

 Regularly assesses the appropriateness of reallocation of funds where a credit institution 

fails in quality and there is a lack of belief in its reliability; the company monitors and 

reviews on systematic basis credit ratings from bond credit rating institutions like Moody’s 

Investors Service; 



 Due diligence procedures are followed for all credit institutions, investment firms and 

payment service providers with whom the Company maintains accounts and ensures that 

the said providers are licensed/regulated by a competent authority of a Member State or a 

third country; 

 Ensures that clients fund their accounts prior to the commencement of trading in financial 

instruments and that sufficient cash margin has been deposited before a market position is 

opened. Also, it monitors all trading accounts through an automated process that highlights 

trading accounts approaching or entering into a Margin Call and Stop-out. 

 
 

Credit Risk Analysis 

The Company implements the Standardised Approach to quantify the Credit Requirements, which 

correspond to the credit risks that it faces. 

 

The below tables summarize the credit exposure of the Company by asset class and by risk weight 

as at 31 December 2020: 

 
Table 4: Credit Risk Capital Requirements by Asset Class 

Asset class Exposure value 

 

$000 

Risk Weighted 

Exposure 
$000 

Minimum Capital 

Requirements 
$000 

Institutions 900 352 28 

Corporates 10 10 1 

Retails - - - 

Other items 255 254 20 

Total 1,165 616 49 

 

 
Table 5: Breakdown of exposures by risk weight 

Risk Weight $000 

= 0% 1 
> 0 and ≤ 12% - 

> 12 and ≤ 20% 656 

> 20 and ≤ 50% 47 

> 50 and ≤ 75% - 

> 75 and ≤ 100% 461 

> 100 and ≤ 425% - 

> 425 and ≤ 1250% - 

Grand Total 1,165 

 

 

5.2 Market Risk 

Market Risk is defined as the risk of financial loss resulting from changes in market factors which 

reduce the Market Value of the financial instruments trading portfolio, as well as the risk of 

financial loss due to foreign currency movements. 



The following processes and measurement techniques are followed by Magic Compass Ltd as 

follow: 
 

● Applies a mark to market valuation, for accounting purposes. 
 

● Sets the maximum loss that may be incurred, due to a client’s trading activity at a 

certain level whereupon full hedging procedures should commence. 

● Employs, on a full time basis, a Risk Manager. 
 

● Records, through its trading platform(s) and real time reporting tool, the clients’ 

trading activity including but not limited to the transactions that are executed; this gives 

the option to constantly monitor the Firm’s exposure and take appropriate action, if 

required. 

● It is the responsibility of the Head of the Execution Department, or the supervisor 

of the Execution Department in his/ her absence, and the Risk Manager to ensure that 

Magic Compass Ltd maintains, at all times, sufficient funds in its multiple hedging 

accounts to offset, if required, any exposure. The Head of the Execution Department, or 

the supervisor of the Execution Department, shall inform the Board of Directors, 

accordingly. 

● In case of an extraordinary event the Head of the Execution, or the supervisor of 

the Execution Department in his/ her absence, is responsible for taking all required 

measures to ensure the safeguard of the best interests of Magic Compass Ltd and its clients. 

The Head of the Execution, or the supervisor of the Execution Department in his/ her 

absence, shall oversee the implementation of a business continuity plan, if required. 

Magic Compass Ltd follows the Standardised Approach for Market Risk. In accordance with the 

Standardised Approach, the Market Risk capital requirements are calculated with respect to 

Position Risk, Commodities Risk and Foreign Exchange Risk. 

Exposure to Market Risk 

Magic Compass Ltd Market Risk arises from exposures to price, currency and interest rate risk, as 

well as from the cash notional positions arising from the trading of CFDs. 

I. Price Risk 

The Company is exposed to market price risk from fluctuations in foreign currencies, commodities 

and equity securities due to the open CFD positions which are held by the Company as 

counterparty to its customers and other third parties, and classified on the Statement of Financial 

Position as derivative financial instruments. The Company itself does not take proprietary 

positions based on expected market movements. However, not all net client exposures are hedged 



and, as a result, the Company may have a residual net position in any of the underlying currencies, 

commodities or equities, it offers. 

To manage its price risk, the Company has a Risk Policy set by the Board of Directors, which 

includes limits for every single financial market in which the Company trades. These limits 

determine the net exposure arising from client activity and hedging which the Company is prepared 

to accept. The Risk Management function continually monitors the Company’s exposures against 

these limits. If the Company’s exposure exceeds these limits, then the Company will carry out 

sufficient hedging to bring the exposure back within the approved limits. For this purpose, the 

Company maintains trading (hedging) accounts with other regulated financial institutions for 

engaging in proprietary positions in financial instruments when a need to hedge arises. 

II. Foreign Exchange Risk 

The Company operates internationally and is exposed to foreign exchange risk arising from various 

currency exposures, primarily with respect to the US dollar. Foreign exchange risk arises from 

future commercial transactions and recognised assets and liabilities denominated in a currency 

other than the Company’s functional currency (US dollar). 

The Company’s Management, as well as the Risk Management function, monitor exchange rate 

fluctuations on a continuous basis. 

III. Cash flow and fair value interest rate risk 

The Company’s cash flow interest rate risk arises from its trading activities and more specifically 

from the interest charged on the derivative financial instruments (both assets and liabilities) that 

remain open overnight. In addition, cash flow interest rate risk arises on the cash and cash 

equivalents held at variable interest rates. Other financial assets and liabilities held at fixed interest 

rates expose the Company to fair value interest rate risk, however this risk is insignificant to the 

Company as these assets/ liabilities are not material. 

 

 
5.3 Operational Risks 

Operational risk is defined as the risk of a direct or indirect impact resulting from human factors, 

inadequate or failed internal processes and systems, or external events. Operational risk includes, 

inter alia, actual and/or potential losses caused from deficiencies in the Company’s set-up of 

operations, including but not limited to, system integrity and reliability, employee fraud, 

weaknesses in personnel appointment, organizational structure and internal communication 

inefficiencies. 

The Company’s exposure to operational risk is limited to the extent of its current scale and 

complexity. The Company has a comprehensive framework with a common approach to identify, 

assess, quantify, mitigate, monitor and report operational risk. Overall planning, coordination, and 



monitoring is centralized, however, most operational risks are managed within the departments in 

which they arise. 

In addition to its overall framework, in order to mitigate operational risks, the Company has 

specific processes and systems in place to focus continuously on high priority operational matters 

such as information security, managing business continuity and combating fraud. 

Magic Compass Ltd adopted the Basic Indicator Approach (“BIA”) for calculating its Operational 

Risk capital requirements. Under the Basic Indicator Approach, the capital requirement is equal to 

15% of the relevant indicator, the relevant indicator being the three-year average of the sum of 

gross income. The three-year average is calculated based on estimates made in the Business Plan 

of the Company. 

 

 

6. Other risks not covered in Pillar 1 

6.1 Liquidity Risk 

Liquidity risk is the risk that the Company may not have sufficient liquid financial resources to 

meet its obligations when they fall due, or would have to incur excessive costs to do so. The 

Company’s policy is to maintain adequate liquidity and contingent liquidity to meet its liquidity 

needs under both normal and stressed conditions. To achieve this, the Company monitors and 

manages its liquidity needs on an ongoing basis. The Company also ensures that it has sufficient 

cash on demand to meet expected operational expenses. This excludes the potential impact of 

extreme circumstances that cannot reasonably be predicted, such as natural disasters. Currently the 

Company is subject to liquidity risk however it takes all necessary steps to mitigate this risk and 

meet all its obligations which currently is achieved. 

6.2 Strategic Risk 

Strategic risk corresponds to the unintended risk that can result as a by-product of planning or 

executing the strategy. A strategy is a long-term plan of action designed to allow the Company to 

achieve its goals and aspirations. Strategic risks can arise from: 

• Inadequate assessment of strategic plans; 
 

• Improper implementation of strategic plans; or 
 

• Unexpected changes to assumptions underlying strategic plans. 
 

Risk considerations are a key element in the strategic decision-making process. The Company 

assesses the implications of strategic decisions on risk-based return measures and risk-based 

capital in order to optimize the risk- return profile and to take advantage of economically profitable 

growth opportunities as they arise. 



6.3 Reputation Risk 

Reputational risk can arise from direct Company actions or by actions of third parties that it may 

or may not have a relationship with. Such Company actions may include internal security breaches, 

employee fraud, client misinformation, mistakes in handling client requests and any other actions 

that can lead to significant negative public opinion and subsequently loss of business and income. 

Third party actions can include problems with the provision of the outsourced services that can 

lead to operational interruptions, database hosting and security, spreading of rumors and 

unsubstantiated information. 

The Company strives to preserve its reputation by adhering to applicable laws and regulations, and 

by following the core values and principles of the Company, which includes integrity and good 

business practice. The Company centrally manages certain aspects of reputation risk, for example 

communications, through functions with the appropriate expertise. It also places great emphasis 

on the information technology security which is one of the main causes of such reputational risk 

manifestation. 

6.4 Business Risk 

This includes the current or prospective risk to earnings and capital arising from changes in the 

business environment including the effects of deterioration in economic conditions. Research on 

economic and market forecasts are conducted with a view to minimize the Company’s exposure 

to business risk. These are analyzed and taken into consideration when implementing the 

Company’s strategy. 

6.5 Capital Risk 

This is the risk that the Company will not comply with capital adequacy requirements. The 

Company's objectives when managing capital are to safeguard the Company's ability to continue 

as a going concern in order to provide returns for shareholders and benefits for other stakeholders. 

The Company has a regulatory obligation to monitor and implement policies and procedures for 

capital risk management. Specifically, the Company is required to test its capital against regulatory 

requirements and has to maintain a minimum level of capital. This ultimately ensures the going 

concern of the Company. 

The Company is further required to report on its capital adequacy on a regular basis and has to 

maintain at all times a minimum capital adequacy ratio which is set at 8%. The capital adequacy 

ratio expresses the capital base of the Company as a proportion of the total risk weighted assets. 

Management monitors such reporting and has policies and procedures in place to help meet the 

specific regulatory requirements, however this is not achieved at all times on time but at a later 

stage. 



6.6 Regulatory Risk 

This may arise as a result of negligent actions by the Company’s Senior Management and / or staff 

members, and may lead to fines, loss of license and / or other form of disciplinary action by the 

regulatory authority. As a result, the Company’s reputation will be adversely affected. 

The Company maintains strong compliance / internal audit departments, which perform frequent 

inspections on the Company’s processes and procedures. Should a non-compliance issue arise, all 

appropriate measures are immediately taken to rectify the issue. Both the compliance officer and 

the internal auditor are qualified and well trained, and remain abreast with any new regulatory 

developments. The potential of such risk arising is considered low. 

6.7 Legal and Compliance Risk 

The Company may, from time to time, become exposed to this type of risks, which could manifest 

because of non- compliance with local or international regulations, contractual breaches or 

malpractice. 

The probability of such risks manifesting is relatively low due to the detailed internal procedures 

and policies implemented by the Company and regular reviews performed by the compliance 

officer. Additionally, the management consists of individuals of suitable professional experience, 

ethos and integrity, who have accepted responsibility for setting and achieving the Company’s 

strategic targets and goals. In addition, the Board meets regularly to discuss such issues and any 

suggestions to enhance compliance are implemented by management. From the Company 

initiation until the date of this report no legal or compliance issues arose. Any changes to local, 

EU and third country Regulations, Directives, and Circulars are being constantly monitored and 

acted upon ensuring that the Company is always compliant with them. 

6.8 Concentration Risk 

This includes large individual exposures and significant exposures to companies whose likelihood 

of default is driven by common underlying factors such as the economy, geographical location, 

instrument type etc. No such concentration risk exists. 

6.9 Information technology Risk 

Information technology risk could occur because of inadequate information technology security, 

or inadequate use of the Company’s information technology. For this purpose, policies have been 

implemented regarding back-up procedures, software maintenance, hardware maintenance, as well 

as use of both hardware and software intrusion aversion measures such as (but not limited to) 

firewalls, anti-virus software, use of security keys, access restrictions, network fencing, and 

encryption techniques. Materialization of this risk has been minimized to the lowest possible level 

given the Company’s current complexity of its operations and the services it offers to its clients. 



7. Capital Requirements 
The Company’s objectives in managing capital are to safeguard the Company’s ability to continue 

as a going concern in order to provide returns for shareholders and to maintain an optimal capital 

structure to reduce the cost of capital. 

The Company is required to report on a quarterly basis its capital adequacy and has to maintain at 

all times a minimum capital adequacy ratio which is at 8%. The capital adequacy ratio expresses 

the capital base of the Company as a proportion of the total risk weighted assets. The Senior 

Management and the Accounting Department monitor the reporting obligation and put in place 

policies and procedures in order to meet the relevant regulatory requirement. 

For the calculation of Credit Risk and Market Risk capital requirements, under Pillar 1, the 

Company uses the Standardised Approach whereas for the purposes of Operational Risk, the Basic 

Indicator Approach is used. 

The total Capital Requirements as at 31 December 2020 are shown in the table 6 below: 
 

Table 6: Capital Adequacy Ratio 

Capital Adequacy Ratio $000 

Risk Weighted Assets Exposure: 

Credit Risk – Own Fund requirements 49 

Market Risk – Own Fund requirements 29 

Operational Risk – Own Fund requirements - 

Total Capital Requirements 78 
 

Total Eligible Own Funds 1,003 
 

Capital Adequacy Ratio 103.33% 

Minimum Capital Adequacy Ratio 8% 

 

 

The Capital Adequacy ratio of the company for the year ended 31 December 2020 is 103.33% 

which is higher than the minimum required which is 8%. 

The Company’s Eligible Own Funds includes only Original Own Funds (Tier 1 Capital). Tier 1 

capital is a core measure of a Company’s financial strength from a regulator’s point of view. It is 

composed of share capital, share premium and reserves (excluding revaluation reserves) including 

the profits and losses brought forward as a result of the application of the final profit or loss. In 

addition, the own funds of the Company as at 31 December 2020 were higher than the minimum 

amount required by the legislation. 

The table 7 below presents the Company’s capital base as at 31 December 2020: 

 

 

Table 7: Eligible own Funds 



As at 31 December 2020: $ 

 

Share Capital 1,339,371 

Share Premium 2,582,064 

Accumulated losses -2,826,416 

Advances from shareholders - 
 

Total Equity 1,095,019 
 

Other Deductions: 

Intangible Assets - 

Investors Compensation Fund 91,575 

Total Deductions 91,575 
 

Total Eligible Own Funds 1,003,444 
 

 

8. Disclosure regarding the remuneration policy and practices 
The Company’s Board of Directors is responsible for the adoption, periodic review and 

implementation of the Company’s Remuneration Policy based on Part Eight of Regulation (EU) 

No 575/2013 of the European Parliament. 

The Company’s Remuneration Policy fulfils the Company’s obligation under Part Eight of 

Regulation (EU) No 575/2013 of the European Parliament. Responsible body for the 

implementation of the Company’s Remuneration Policy shall be the Board of Directors. The 

responsibility of the Board is to prepare the decisions regarding the Remuneration Policy, 

including those which have implications for the risk and risk management of the Company and to 

table the said decisions or proposals for final deliberation. Additionally, the Compliance Officer 

of the Company is advising the Board regarding remuneration matters in order to ensure that any 

developments in the regulation will be implemented by updating the remuneration policy of the 

Company accordingly to comply with the provisions of the relevant legislation. 

During the year 2020, the remuneration of staff consisted of a fixed component only with no 

variable element. The remuneration of each individual varies and depending from position, 

education, experience, performance, accountability and responsibility. 

The company’s information for the year is presented below: 
 

a) Aggregate quantitative information on remuneration, broken down by business area 
 

Table 8: Remuneration by Business Area 

Business Area No. of 

Beneficiares 

Fixed 

Remuneration 
€ 

Variable 

Remuneration 
€ 

Control Functions 2 109,959 0 



b) Aggregate quantitative information on remuneration, broken down by senior management and 

members of staff whose actions have a material impact on the risk profile of the investing firm, 

indicating the following: 

 

Table 9: Remuneration by Position/Role 

Position/Role No. of 

Beneficiares 

Fixed 

Remuneration 

€ 

Variable 

Remuneration 

€ 

Senior Management (Executive 

and Non-Executive Directors incl. 

the General Manager, CEO and 
Department Heads) 

9 208,247 - 

Other Staff whose actions have a 

material impact on the risk profile 

of the 

institution 

2 18,642 - 

Total 11 226,889 - 

 

 

9. Additional information 
Following the outbreak of COVID-19 in Cyprus, the Firm has taken the required measures to 

ensure that its employees have access to its technology infrastructures necessary for the completion 

of their tasks and that additional systems for critical functions are being provided. 

During 2020, the Company has updated and tested the business continuity policy. Employees are 

able to work from home efficiently and with no disruption during COVID lock down period and 

thus the overall risk from COVID-19 crisis has been decreased significantly. 

Finally, the Company faced no negative impact in its financial position as a result of the pandemic. 


